**Parte 3.2 Fuentes de información sobre la tecnología Aircrack-NG**

**3.2.1 Fuente de información 1 sobre Aircrack-NG**

Pagina web oficial de la herramienta Aircrack-NG. En su página web oficial, se ofrece todo tipo de documentación, tutoriales, videos, una wiki, el código fuente de la herramienta en github y mucha más información sobre la suite de Aircrack-NG.

Enlace: <https://www.aircrack-ng.org/documentation.html>

**3.2.2 Fuente de información 2 sobre Aircrack-NG**

La pagina web “Xataka.com” ofrece una guía de cómo usar la herramienta Aircrack-NG, con muchos detalles técnicos de lo que realmente hace la herramienta.

Enlace: <https://www.xataka.com/seguridad/caos-en-la-seguridad-wifi-un-repaso-a-las-vulnerabilidades-de-wep-wap-y-wap2>

**3.2.3 Fuente de información 3 sobre Aircrack-NG**

Es un documento PDF en el que varios profesores de la universidad central de Grecia explican los distintos protocolos de comunicaciones que existen en las redes de área local (WLAN) y como utilizar la herramienta Aicrack-NG para realizar ataques y explicar como funcionan dichos ataques.

Enlace: <https://pdfs.semanticscholar.org/7818/0b3c504fba41a000ac83c918c089c38f2eaf.pdf>

**3.2.4 Fuente de información 4 sobre Aircrack-NG**

Es un documento PDF en el que varios profesores de la universidad de Alabama en Huntsville y Frederick T. Sheldon del Oak Ridge National Laboratory, han escrito sobre los diferentes tipos de ataques que se pueden realizar a las redes Wifi de área local y como la herramienta Aircrack-NG dispone de los mecanismos para llevarlos a cabo.

Enlace: <http://eslared.net/walcs/walc2012/material/track4/Wireless/06193090.pdf>

**3.2.5 Fuente de información 5 sobre Aircrack-NG**

Es un documento PDF, el cual pues expuesto en el International Journal of Advanced Research in Computer Engineering & Technology, en el que se exponen varias manera de hacer expoiting con la herramienta Aircrack-NG en redes wifi con el sistema WPA (Wi-Fi Protected Access).

Enlace: <file:///C:/Users/Jorge/Downloads/wpaexplotationindworldofwirelessnetwork.pdf>

**3.2.6 Fuente de información 6 sobre Aircrack-NG**

Esta fuente es un documento PDF que podría dar apoyo a un curso de seguridad informática básica, en el que se explican muchos conceptos de seguridad. Entre estos conceptos, en el capitulo 8 “Ataques y contramedidas” hay un apartado dedicado a “Ataques Wi-Fi: Aircrack-NG” en el que se enseña como utilizar la herramienta Aircrack-NG.

Enlace: <https://s3.amazonaws.com/academia.edu.documents/34758985/Seguridad_Informatica_McGraw-Hill_2013_-_www.FreeLibros.me_-_copia.pdf?AWSAccessKeyId=AKIAIWOWYYGZ2Y53UL3A&Expires=1521373921&Signature=Oxt3JB9k%2F%2B1URaqPLZtrJHXmcW0%3D&response-content-disposition=inline%3B%20filename%3DSeguridad_Informatica_Mc_Graw-Hill_2013.pdf>